18 U.S.C. § 2252A/B, 7-27

A
Abuse.Net, 7-5
Acceptable level of loss, 8-5
AccessDiver, 3-26, 3-27
ActiveWhois, 3-44, 3-45
Activesecurity Security Center, 1-17, 1-18
Activity Monitor, 8-8–8-9
Activity profiling, 5-8
Acunetix Web Vulnerability Scanner, 3-24–3-25
Adaptive Security Analyzer (ASA) Pro, 1-14–1-15, 1-16
Admin’s Server Monitor, 5-17, 5-18
AlterWind Log Analyzer, 3-22
Analog (tool), 3-16, 3-18
AnalogX PacketMon, 2-26, 2-28
Anti-Child Porn Organization (ACPO), 11-28–11-29
AOL, viewing and copying e-mail headers in, 7-10
Apache logs, investigating, 3-12–3-13
Application layer, of main protocols, 2-4–2-5
AppScan, 3-26, 3-27
ARP table, evidence gathering from, 2-9
Association of Sites Advocating Child Protection (ASACP), 11-37
Atelier Web Ports Traffic Analyzer, 2-30, 2-31
Attacks, types of, 2-6
Audit logs, 1-8
Australian laws
against child pornography, 11-23
on sexual harassment, 10-11–10-12
for trademarks and copyright, 9-35–9-37
Austrian laws, against child pornography, 11-23
Authentication hijacking, 3-7, 3-8
AWStats, 3-19, 3-20

B
Backscatter traceback, 5-11–5-13
Belgian laws
against child pornography, 11-23–11-24
for trademarks and copyright, 9-39
BillSniff, 2-27, 2-28
BrowseControl, 11-15
Buffer overflow attacks, 3-6–3-7, 5-4
Cache, 11-8
Cache poisoning, 2-8–2-9
CallerIP, 3-47
Canadian Centre for Child Protection (CCCP), 11-35, 11-36
Canadian laws, for trademarks and copyright, 9-38
CAN-SPAM Act, 7-26
CenterTrack method, 3-14
Centralized binary logging, 1-7–1-8
CentralOps.net, 6-12–6-13
CERT Coordination Center/ SEI Study on insider threats, 8-7
Chain of custody, 1-7, 4-6
ChatGuard, 11-15, 11-16
Chat rooms, 7-7
CHECK, 9-14
Child Exploitation and Online Protection (CEOP), 11-29
Child Exploitation Tracking System (CETS), 11-17
Child Focus, 11-37–11-38
Child pornography
anti-child-pornography organizations, 11-26–11-39
Australian laws against, 11-23
Austrian laws against, 11-23
Belgian laws against, 11-23–11-24
Children’s Internet Protection Act (CIPA), 11-26
Child Victim Identification Program (CVIP), 11-33, 11-34
Chinese laws
on sexual harassment, 10-12
for trademarks and copyright, 9-38
Cisco NetFlow, for DoS attack detection, 5-9
Civil Rights Act (1964), Title VII, 10-10
Civil Rights Act (1991), 10-10
Code injection attacks, 3-5
Colasoft Capsa Network Analyzer, 2-24, 2-26
Colasoft EtherLook, 2-26, 2-27
Common headers, 7-13–7-15
Common law torts, 10-11
CommView, 2-14–2-15
Computer times, synchronizing, 1-21–1-28
Control channel detection, 5-14–5-15
Cookie poisoning, 3-5–3-6
Cookies, 11-8, 11-9
Cookie snooping, 3-7
Cookie Viewer, 6-15, 6-17
CopyCatch, 9-12, 9-13
Copy Protection System (COPS), 9-12–9-13, 9-14

investigation steps, 11-4–11-11
investigation tools for, 11-12–11-16
Japanese laws against, 11-24
legislation survey, 11-17–11-22, 11-17–11-22
Michigan laws against, 11-23
people involved in, 11-2
people’s motives behind, 11-2
Philippine laws against, 11-26
precaution before investigating, 11-4
preventing dissemination of, 11-3–11-4
reducing risk for exposure to, 11-12
Scottish laws against, 11-25
sources of digital evidence, 11-11
South African laws against, 11-24–11-25
U.K. laws against, 11-25
U.S. laws against, 11-22–11-23

investigation steps, 11-4–11-11
investigation tools for, 11-12–11-16
Japanese laws against, 11-24
legislation survey, 11-17–11-22, 11-17–11-22
Michigan laws against, 11-23
people involved in, 11-2
people’s motives behind, 11-2
Philippine laws against, 11-26
precaution before investigating, 11-4
preventing dissemination of, 11-3–11-4
reducing risk for exposure to, 11-12
Scottish laws against, 11-25
sources of digital evidence, 11-11
South African laws against, 11-24–11-25
U.K. laws against, 11-25
U.S. laws against, 11-22–11-23

against child pornography, 11-26–11-39
Australian laws against, 11-23
Austrian laws against, 11-23
Belgian laws against, 11-23–11-24
Children’s Internet Protection Act (CIPA), 11-26
citizen responsibility in fighting, 11-11
control challenges of, 11-4
Cypriot laws against, 11-24
defined, 11-2
effects of, on children, 11-3
English and Welsh laws against, 11-25
guidelines to avoiding, 11-11–11-12
Internet role in, 11-3
introduction, 11-2

Chinese laws
on sexual harassment, 10-12
for trademarks and copyright, 9-38
Cisco NetFlow, for DoS attack detection, 5-9
Civil Rights Act (1964), Title VII, 10-10
Civil Rights Act (1991), 10-10
Code injection attacks, 3-5
Colasoft Capsa Network Analyzer, 2-24, 2-26
Colasoft EtherLook, 2-26, 2-27
Common headers, 7-13–7-15
Common law torts, 10-11
CommView, 2-14–2-15
Computer times, synchronizing, 1-21–1-28
Control channel detection, 5-14–5-15
Cookie poisoning, 3-5–3-6
Cookies, 11-8, 11-9
Cookie snooping, 3-7
Cookie Viewer, 6-15, 6-17
CopyCatch, 9-12, 9-13
Copy Protection System (COPS), 9-12–9-13, 9-14